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Abstract:

Many emergent ventures, such as social networks, leverage crowd-sourced information assets as essential pillars
supporting their business models. The appropriation of rights to information assets through legal contracts often fails
to prevent conflicts between the users and the companies that claim information rights. In this paper, we focus on
social networks and examine why those conflicts arise and what their consequences are by drawing on psychological
contract theory. We propose that intellectual property and privacy expectancies comprise core domains of
psychological contracts between social networks and their users. In turn, perceived breaches of those expectancies
trigger a psychological contract violation. We use the exit, voice, loyalty, and neglect typology to define the user
behavioral outcomes. We evaluated our framework by surveying 598 Facebook users. The data support our
framework and indicate that perceived breaches of privacy and intellectual property rights generate the affective
experience of a psychological contract violation, which is strongly associated with exit intentions.
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219 The Role of User Psychological Contracts in the Sustainability of Social Networks

1 Introduction

Both research and practice have long recognized the value of information assets. Manuel Castells coined
the term “information economy”, which acknowledged the growing contribution of information-based
businesses to the overall economy (Castells, 1992, 2009). The information economy already contributes
two-thirds of the gross national product in the United States and continues to grow (Apte & Nath, 2007).
The evolution of the Internet has served as a catalyst for the information economy by significantly lowering
the cost of sharing information and creating new opportunities for information-based ventures. The
Internet has also provided the infrastructure to efficiently crowdsource information assets (Benkler, 2006).
While some crowdsourced projects, such as Wikipedia, developed as non-profit ventures, there are many
examples of for-profit corporations that have integrated information assets produced by unpaid
contributors. Social media companies, such as Facebook, Twitter, Tumblr, and Flikr, exemplify this trend.

Facebook, a social network site with more than 1.4 billion users, represents one of the most successful
examples of the new generation of businesses that rely primarily on monetizing information that users
create and share. Facebook primary source of revenue comes from highly targeted (i.e., based on user-
generated content) paid advertising that appears on users’ timelines. In addition, the company is
constantly moving towards further monetizing the wealth of information that its users create and share
(LaFrance, 2014). Facebook routinely turns users’ “likes” into social ads and collects money from
advertisers for displaying them. The company has recently announced plans to leverage user-generated
content for optimizing advertising outside of Facebook services, which would effectively make the
information available to advertisers across the entire Web (Mathis, 2014). At present, Facebook continues
to enjoy continued global growth, but recent history offers examples of other social network sites, such as
MySpace, which once flourished and then rapidly lost users. There are some indications that Facebook
may not be immune to the threat of losing its audience. Media outlets have reported that Facebook is
already losing the key teenager demographic to other social network services (Plummer, 2015).

The sustainability of social media business models that monetize user-contributed information depends on
users’ continuously involving themselves with and contributing information. Maintaining a loyal and active
user base is a challenge for all online businesses that enable information exchanges between their users.
In our study, we look at the role of two important user expectancies—privacy and intellectual property
rights—in sustaining a social network’s active user base. We use psychological contract theory to develop
a theoretical framework that examines the impact of perceived breaches of those expectancies on user
behavior.

The motivation for this research comes from frequent instances of conflict that arise between social media
companies and their users. Facebook and other companies, whose business models depend on
monetizing user-generated content, commonly rely on legal contracts to acquire the legal rights to the
content. Registration on Facebook, for example, requires a user to agree to its terms of use, which contain
the following statement: “you (the user) grant us (Facebook) a non-exclusive, transferable, sub-licensable,
royalty-free, worldwide license to use any intellectual property content that you post on or in connection
with Facebook”. However, repeated instances of conflict between Facebook and its users, including four
class-action lawsuits, suggest that the legal contracts are limited in their ability to assure the sustainability
of users’ creating and sharing information (Prince, 2012). In this paper, we propose that the instances of
conflict indicate that the users’ psychological contracts, which encompass the beliefs concerning the terms
of their relationship with the company, can differ substantially from the legal contracts they agree to and
that a perceived breach of the psychological contracts can trigger negative user reactions, including legal
action directed against the company.

Drawing on prior research on information rights (Mason, 1986; Straub & Collins, 1990) and through
theoretically integrating prior research, we propose that expectancies in relation to intellectual property
rights and privacy exist inherently in the psychological contracts of all social network users and are key to
their continuous involvement. To understand how a perceived breach of these expectancies affects social
networks’ sustainability, we draw on psychological contract theory and develop a framework on the impact
of perceived psychological contract breaches on social network user behavior.

Psychological contract theory evolved in the organizational context to address the limitations of formal
legal contracts in explaining exchange outcomes (Rousseau 1989, 1995, 2004). It emphasizes the
importance of beliefs about the terms of an exchange rather than their actual legal content because
beliefs motivate behaviors. IS research has applied psychological contract theory to understand the
outcomes of outsourcing relationships (Koh, Ang, & Straub, 2004) and participation in online auctions
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(Pavlou & Gefen, 2005) among other contexts. In the framework we develop and empirically test, we show
that perceived breaches of expectancies related to privacy and intellectual property rights result in a
negative affective reaction, called a psychological contract violation, which significantly increases user
behaviors that are detrimental to the viability of social networks, including the user intention to completely
sever the relationship.

This paper proceeds as follows. In Section 2, we review prior research on psychological contracts and in
Section 3 we develop the theoretical framework of psychological contracts for social network users. In
Section 4 we discuss the methodology. In Section 5, we empirically test the framework in the context of
Facebook and present evidence supporting the proposed model. Finally, in Section 6, we conclude with a
discussion of the contribution to theory and practice.

2 Psychological Contracts

A psychological contract refers to a set of perceived counterparty obligations that accompany virtually any
exchange (Rousseau, 1989). The discussion of psychological contracts began with Argyris (1960) and
Schein (1965), but Rousseau (1989) elucidated the psychological contract framework and sparked a wave
of empirical studies (Guzzo, Noonan, & Elron, 1994; Robinson, Kraatz, & Rousseau, 1994; Sims, 1994).
Rousseau’s research focused on the relationships between companies and employees and sought to
uncover factors predicting employee performance and retention. The investigation revealed that
employees typically hold a set of perceived obligations in relation to the employers, which, when broken,
lead to a decrease in productivity and an increase in turnover independent of the terms of the formal legal
employment contracts (Rousseau, 1990). While each employee holds a unique psychological contract in
relation to the employer, training, promotion, organizational support, and job security are commonly
shared perceived obligations that constitute the psychological contracts in the employment relationships
(Rousseau, 1990). Subsequent research has found employment-related psychological contracts to be
malleable over time while a wave of corporate restructurings virtually erased job security from the
employment-related psychological contracts (Robinson et al., 1994).

The malleability of a psychological contract points to its nature as a mental schema that comprises a set
of perceived obligations (Rousseau, 2001). The content of a psychological contract depends on the
context: employment related psychological contracts may include perceived obligations in relation to
training and advancement, while psychological contracts in the context of online marketplaces may
include perceived obligations in relation to proper disclosure of product attributes prior to sale and prompt
delivery of purchased items. In addition, the content of a psychological contract may not be fully salient
until a violation occurs (Rousseau, 1996). In other words, people may not be fully aware that they even
hold a set of perceived obligations until they perceive a violation to them (Robinson & Morrison, 2000).

A psychological contract commonly exists alongside and independently from a legal contract, and the two
may substantially differ in content (Rousseau, 1989). Understanding the content of psychological
contracts is important to prevent psychological contract violations that lead to negative outcomes.
Researchers have broadly categorized the behavioral outcomes of a psychological contract violation into
four groups: exit, voice, a decrease in loyalty, and an increase in neglect (Turnley & Feldman, 1999).
Researchers have extensively applied the exit, voice, loyalty, and neglect (EVLN) typology in the
organizational setting (Farrell & Rusbult, 1992; Farrell, 1983; Rusbult, Farrell, Rogers, & Mainous, 1988;
Rusbult, Zembrodt, & Gunn, 1982), where they have studied the four behavioral responses as non-
mutually exclusive behaviors. In the organizational context, a decrease in loyalty refers to the
unwillingness to take on extra organizational roles or defend the company when others criticize it. Neglect
is evident in absenteeism and employee underperformance in relation to job obligations. Workers’
complaints to management refers to voice, while a departure from the company constitutes an exit, which
is the most extreme outcome from psychological contract violations (Turnley & Feldman, 1999). Prior
research has found individuals to engage in various combinations of the four behaviors. For example, in
the organizational context, employees may voice their disagreement, be less willing to defend the
company against criticism, lower their productivity, and consider other employment options separately or
all at the same time (Farrell, 1983).

Researchers have applied the EVLN typology to understand outcomes across a wide range of exchange
relationships, including personal relationships (Rusbult et al., 1982), relationships between consumers
and brands (Fornell & Bookstein, 1982), and relationships between citizens and governments (Sharp,
1984), which demonstrates the EVLN typology’s applicability in a broad range of contexts. We believe that
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it is also applicable in the context of social networks and their users. Prior research on online social
structures has firmly established that user community size and user communication activity are the key
factors that affect online social structures’ sustainability (Butler, 2001). Therefore, we propose that the
loyalty, neglect, and exit components of the EVLN framework can capture key user attitudes and
intentions that are critical for social networks’ sustainability. In addition, we believe that voice offers an
important dimension in this context. Social network users, enabled by the very structure and functionality
of the social networks they use, are exceedingly vocal about issues that matter to them. In many cases,
their voiced concerns concern the social networks themselves. Therefore, we feel that voice, from the
EVLN framework, is essential because it can capture both the users’ actions in voicing concerns but also
their potential willingness to work with the service provider to resolve conflicts. Therefore, we apply the
EVLN typology in our study to understand the outcomes of psychological contract violations in information
exchanges.

IS researchers have adopted the psychological contract perspective across several contexts: virtual teams
(Piccolli & Ives, 2004), outsourcing (Koh et al., 2004), online market places (Pavlou & Gefen, 2005),
sponsored open source software projects (Agerfalk & Fitzgerald, 2008), recommendation agents (Goyal,
Davis, & Limayem, 2008) and mobile computing (Mamonov & Koufaris, 2014). Piccolli and lves (2004)
conducted a content analysis of communications in virtual teams and observed that apparent
psychological contract violations had a detrimental impact on trust among team members and
consequently on their performance in virtual teams. Koh et al. (2004) studied the content of psychological
contracts in outsourcing relationships and found that the fulfilment of psychological contracts in
outsourcing relationships was positively related to satisfaction with the relationships and intention to
continue them in the future. Pavlou and Gefen (2005) found that psychological contract violations in online
marketplaces were associated with an increase in the perceived risk of future transactions in the
marketplace and a decrease in the willingness to transact. Agerfalk and Fitzgerald (2008) identified
perceived obligations in sponsored open source projects and found that the fulfillment of the psychological
contracts was positively associated with the success of the projects. Goyal et al. (2008) examined the
content of users’ psychological contracts in relation to software-based recommendation agents (RAs) and
found that the psychological contracts encompassed perceived obligations regarding RAs’ ability to
generate recommendations and find the best available price for the products. Mamonov and Koufaris
(2014) found that users can perceive user location tracking by mobile carriers as an infringement on user
privacy and undermine continued use of mobile technology for information sharing.

What is most important about psychological contracts is what happens when they are violated. The
definition of psychological contract violation has evolved over time. Rousseau initially defined a
psychological contract as a failure to fulfill perceived obligations (Rousseau, 1989). Subsequent research,
however, differentiated the cognitive and the affective components of a psychological contract violation. In
a seminal study, Morrison and Robinson (1997) proposed a process model that distinguishes the cognitive
perception of a violation of the perceived obligations, which they termed psychological contract breach,
from the affective experience of frustration, anger, and betrayal that accompanies such a breach, which
they termed psychological contract violation. In a subsequent study, Morrison and Robinson (2000)
showed that a cognitive perception of a psychological contract breach was associated with the behavioral
response but that the affective experience of a psychological contract violation mediated that relationship
(Robinson & Morrison, 2000). To maintain consistency with the published body of research on
psychological contracts, we follow the Morrison and Robinson’s (1997) and Robinson and Morrison’s
(2000) terminology of a psychological contract breach as the cognitive perception and a psychological
contract violation as the affective response. Figure 1 below summarizes the core constructs in the model
of psychological contract violation that Morrison and Robinson (1997) and Robinson and Morrison (2000)
developed.
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Figure 1. Key Constructs and Relationships in the Psychological Contract Theory

The key emotions that define the affective experience of a psychological contract violation are the feelings
of frustration, anger, and betrayal. Research on anger offers insight on how the affective response
mediates the behavioral outcomes in response to a perceived breach. The research has conceptualized
anger as a cognitive-affective state that develops in response to perceived interference with attaining
individual goals (Berkowitz & Harmon-Jones, 2004). Anger may arise from perceptions of goal
incongruence, obstacles to achieving goals, or indications of negative outcomes (Berkowitz, 1989). These
perceptions undermine successful goal attainment and, therefore, pose a threat to self-efficacy, which is
an individual’'s self-assessment of being able to attain their desired objectives (Bandura, 1997). The
resulting emotional response implies the individual does not accept the perceived circumstances and
carries two additional implicit assumptions (Stein & Levine, 1999): 1) that someone responsible for the
perceived interference exists and 2) that a course of action that can remedy the situation exists. The
assumption that a course of action exists combined with a high level of negative emotional arousal
motivates behavioral responses associated with anger and, often, aggression (Berkowitz, 1990).

In the context of social networks, users initially share information to accomplish individual goals, such as
to share news or personal information with friends. The users’ reliance on a technology provider, such as
Facebook, to facilitate an information exchange implies the existence of a psychological contract that
users have in relation to the technology provider. A perception that the technology provider breached its
obligations poses a threat to successful goal attainment and to self-efficacy, and it triggers an emotional
response that can include the feelings of anger, betrayal, and frustration (Ausbrooks, Thomas, & Williams,
1995). This emotional response will motivate a behavioral response that focuses on decreasing the
perceived threat to goal attainment and self-efficacy

Preventing a psychological contract breach requires understanding the content of psychological contracts.
Though psychological contracts are idiosyncratic and can encompass perceived obligations specific to
each exchange relationship, we argue, based on integrating prior research on information rights, that
expectancies in relation to intellectual property rights and privacy are key components of psychological
contracts for social network users.

3 Psychological Contracts in Social Networks

3.1 Key Expectancies in Psychological Contracts

In the context of social networks, we propose that users’ psychological contracts comprise their
expectancies regarding the information that they create and share on these platforms. More specifically,
since social networks enable users to share information among themselves while capitalizing on that
information to create revenue, we believe that psychological contracts concern the use of that information.
Due to the nature of information (i.e., its ability to be copied indefinitely and easily adapted or reused),
information sharing makes the disclosing party vulnerable to information misappropriation (Murphy, 1995).
This misappropriation can mainly take two forms: violation of information property rights (i.e., unauthorized
use of intellectual property) and privacy violations (i.e., unauthorized disclosure of private information)
(Mason, 1986; Straub & Collins, 1990). Therefore, we propose that these two forms of misappropriation
encompass the most critical dimensions of psychological contract breaches in social networks.
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223 The Role of User Psychological Contracts in the Sustainability of Social Networks

Morrison and Robinson (1997) define a psychological contract breach as a cognitive perception of a gap
between the expectancies that comprise psychological contracts and the actual performance of the
counterparty. Rousseau (2001) suggests that promises play an important role in shaping the content of
psychological contracts; however, more recent research shows that promises have little predictive value
and that perceived counterparty performance is the key predictor of attitudes and behaviors (Montes &
Irving, 2008; Montes & Zweig, 2009). Examining prior research on psychological contracts reveals that
many studies in fact have measured perceived counterparty performance as a measure of psychological
contract breach (Johnson & O’Leary-Kelly, 2003; Robinson & Morrison, 2000). As such, consistent with
the psychological contract literature, we name the two independent variables in our model “perceived
intellectual property rights breach” and “perceived privacy breach”, and both variables measure perceived
counterparty performance in relation to key expectancies.

Research has highlighted the importance of intellectual property and privacy from the ethical (Mason,
1986) and the pragmatic-managerial (Straub & Collins, 1990) perspectives. Mason (1986) argues that
privacy and property rights are critical ethical concerns associated with the information age. Straub and
Collins (1990) echo this theme by pointing out that privacy and intellectual property rights (software piracy
and proprietary databases) are key liability issues that managers face. Legal scholars have repeatedly
observed that intellectual property and privacy are intricately intertwined. For example, Zittrain (2000, p.
1201) note that “intellectual property and privacy have something significant, yet understated in common:
both are about balancing a creator’s desire to control a particular set of data”. Further, proposals have
been made to strengthen privacy protection by recognizing private information as a form of intellectual
property (Samuelson, 2000).

The theory of incomplete contracts provides strong theoretical support for the critical role of intellectual
property rights in information exchanges (Hart & Moore, 1990; Hart, 1988). The theory suggests that legal
contracts simply cannot address unforeseen contingencies and, therefore, that all legal contracts are
incomplete. It also points out that a greater level of detail explication in legal contracts has the unwanted
effect of creating unanticipated loopholes (Grossman & Hart, 1986; Hart & Moore, 1990). The theory
suggests that hierarchies (companies) have evolved to specifically address the issues of incomplete
contracts by providing a more flexible control structure that can address non-contractible terms and the
contingent outcomes (Tirole, 1999). Hierarchies are efficient because they give the owners greater leeway
in controlling assets (including information assets) in the presence of incomplete contracts. Given the
difficulty of contracting contingencies associated with intellectual property in market transactions, the
incomplete contract theory advocates for control mechanisms in addition to legal contracts in order to
stimulate information exchanges in the market. It highlights the importance of intellectual property laws as
a control mechanism for residual (non-contracted) intellectual property rights. Potential counterparties in
an information exchange are more likely to engage in an exchange in the presence of incomplete
contracts if intellectual property laws offer additional protection and a mechanism for resolving post-
contractual disputes (Walden, 2005).

The intellectual property rights afforded by laws address the exclusive ownership rights in relation to
information assets and provide the incentives for market participants to make an investment in information
assets (Gould & Gruben, 1996; Helpman, 1993). Information assets, similarly to physical assets, can
contribute to value creation through their direct use (referred to as communal rights) or by allowing others
access to them (referred to as excludability) (Walden, 2005). The right to control access to information
assets and the exclusive right to earn income from them constitute the property rights associated with
intellectual property. Since property rights are inherent to owning information assets (Burk, 2004), one can
expect that perceived violations of those rights, including in the context of social networks, contribute to
the affective and behavioral responses associated with perceived breach according to psychological
contract theory.

We define “perceived intellectual property rights breach” as a user’s subjective cognitive perception of
underperformance by the social network company in relation to intellectual property rights. Importantly,
perceived intellectual property rights breach is not a singular event but rather a subjective cognitive
perception of the counterparty’s performance with respect to intellectual property rights in an ongoing
relationship. Further, just because one perceives that an intellectual property breach has occurred does
not mean that one actually has. A perceived breach may occur due to one’s misinterpreting ambiguous
information. We expect that a perceived breach of intellectual property rights will be positively associated
with the feelings of anger and betrayal towards the social network company (i.e., the affective experience
of a psychological contract violation).
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Hypothesis 1: Perceived intellectual property rights breach is positively related to psychological
contract violation.

In addition to concerns about intellectual property, information exchanges that involve disclosing personal
information may also raise privacy concerns. Privacy has been a topic of research across legal studies,
sociology, and information systems (Belanger & Crossler, 2011; Li, 2011; Lowry, Cao, & Everard 2011;
Schwartz, 1968; Smith, Dinev, & Xu, 2011), yet it remains difficult to define (Solove 2008). The legal
definition of privacy goes back to Warren and Brandeis (1890) who presented an argument that
individuals needed a law to protect them from unauthorized portraiture in the media and defined privacy
as the right “to be left alone”. Warren’s legal argument laid the foundation for the development of privacy-
related tort law. The legal basis for privacy protections continues to evolve in both statutes and legal
precedent. In general, individuals are afforded legal protection from other parties who intrude into their
solitude, collect information about them without authorization (surveillance), disclose their personal
information without authorization, and misappropriate their name or likeness (Kalven, 1966). While privacy
encompasses a broad spectrum of rights and associated concerns, in this study, we focus on information
privacy as a subset of privacy-related concerns that are relevant to social network users (Dinev, Bellotto,
Hart, & Colautti, 2006).

Information privacy refers to an individual’s desire to control personal data collection and use (Belanger &
Crossler, 2011). Research has identified concerns about information privacy as a significant impediment
to e-commerce transactions, which has led to a wave of publications related to factors that influence the
users’ intent to disclose personal information (Chai, Das, & Rao, 2011; Lee, Ahn, & Bang, 2011; Sheng,
Nah, & Siau, 2008). Seemingly in contradiction to users’ often-stated concerns about privacy, consumer
information disclosure online appears to proliferate rapidly (Berendt, Gunther, & Spiekermann, 2005).
Research has referred to this counterintuitive observation as the privacy paradox (Awad & Krishnan,
2006), and the privacy calculus theory has evolved to address it (Dinev & Hart, 2006). The privacy
calculus model of individual decision making in relation to the disclosure of personal information builds on
the calculus of behavior model that Laufer and Wolfe (1977) originally proposed. The calculus of behavior
emphasizes individual and environmental dimensions as the drivers of behavioral outcomes (Laufer &
Wolfe, 1977), and it involves evaluating risks and benefits. It adopts the risk/benefit perspective and offers
an explanation of the privacy paradox phenomenon. In the context of e-commerce, for example, although
consumers perceive privacy-related risks online to be high, they perceive the benefits of online information
disclosure to be even higher (i.e., as outweighing privacy-related risks), so the volume of e-commerce
continues to grow (Awad & Krishnan, 2006).

From a psychological contract perspective, the expected benefits and the perceived risks associated with
a disclosure of personal information on a social network form a set of implicit rights and associated
obligations between the social network company and the user. Willingness to disclose personal
information assumes the user has a certain level of trust in the social network company. The perceived
nonfulfillment of trust expectancies associated with a disclosure of personal information can lead to a
strong affective response of betrayal (Elangovan & Shapiro, 1998). Betrayal, along with anger and
frustration, is the core affective experience associated with a psychological contract violation (Morrison &
Robinson, 1997). Following the argument that perceived counter-party performance in relation to specific
expectancies is the key predictor of attitudinal and behavior adjustments, we define perceived privacy
breach as a user’s subjective cognitive perception that a social network has underperformed in relation to
the user’s privacy-related expectancies that help make up the user’s psychological contract with the social
network. Similarly to a perceived breach of intellectual property rights, a perceived breach of privacy may
occur even in the absence of an actual privacy breach. The perception of a privacy breach is entirely
subjective and may occur due to one’s misinterpreting ambiguous information. One possible scenario
where such a misinterpretation can occur is when a user’s private information shared through Facebook
becomes known to an unintended third party. Although this breach of privacy in actuality may have
occurred through other means of communication outside of Facebook service, the user may still feel that
Facebook breached their privacy. We expect that perceived privacy breach will constitute a breach of the
psychological contract and that it will be positively associated with feelings of anger, frustration, and
betrayal (i.e., the affective experience of a psychological contract violation).

Hypothesis 2. Perceived privacy breach is positively related to psychological contract violation.
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3.2 Behavioral Outcomes Associated with Psychological Contract Violations

To understand individuals’ behavioral adjustments in response to psychological contract violations in
social networks, we draw on the exit, voice, loyalty and neglect (EVLN) typology. Researchers have
previously applied this typology in the organizational context to understand behavioral outcomes in
response to psychological contract violations (Turnley & Feldman, 1999). Hirschman (1970) initially
proposed a typology of actions that are associated with a betrayal of expectations in relationships
between companies and their customers. The proposed typology included three types of actions classified
as exit, voice, and loyalty (Hirschman, 1970). Loyalty refers to one’s passively but optimistically waiting for
the quality of the relationship to improve. Voice refers to one’s communicating disagreement about the
terms of an exchange, and exit refers to actions that lead to one’s terminating the relationship (Rusbult et
al., 1988). Rusbult and Zembrodt (1983) extended Hirschman’s typology (1983) by adding neglect to the
list. Exit, voice, loyalty, and neglect (EVLN) form a typology of possible behavioral responses that one can
organize across two dimensions. The first dimension represents a person’s intention to rebuild the
relationship: loyalty and voice are consistent with the intention to rebuild, while neglect and exit responses
lead to a progressive degradation of the relationship’s quality. The second dimension determines whether
the response is active or passive. Voice and exit represent active responses, while loyalty and neglect
represent passive responses. Researchers have extensively applied the EVLN typology in the
organizational context to study factors that affect employment relationships (Farrell & Rusbult, 1992;
Rusbult et al., 1988; Withey & Cooper, 1989). In studying psychological contract violations in the
organizational context, Turnley and Feldman (1999) found that psychological contract violations led to a
decrease in loyalty and an increase in voice, neglect, and exit.

EXIT VOICE

Dastruchive Comstructhive

MEGLECT LOYALTY

Pazsive

Figure 2. Exit, Voice, Loyalty, and Neglect Framework

We propose that exit, voice, loyalty and neglect represent four potential behavioral outcomes of a
psychological contract violation in social networks. Choosing one action does not exclude the others, so a
social network user may engage in a combination of behaviors. For example, users may in various
combinations voice their disagreement, be less willing to defend the social network company against
criticism, decrease their contributions to the social network, and consider other social network alternatives
(Farrell, 1983). The relationships between users and social network service providers differ in important
respects vis-a-vis the employment context, where research has largely developed the psychological
contract theory. For example, one key difference is that there is no monetary exchange between
Facebook users and the company, whereas the employment context typically carries monetary rewards.
Therefore, the user responses to psychological contract violations in the context of a social networking
service may differ from those in the traditional employment context. We discuss the motivations and
possibilities for the individual responses to a psychological contract breach in the context of a social
network site below.

What behaviors individuals choose depends on what they intend to achieve and how they evaluate the
costs and efficacy associated with each behavior (Coleman, 1986). From the perspective of a social
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network’s sustainability, voice is a preferable behavioral outcome because it provides an opportunity for
the social network and its users to resolve conflict and maintain the relationship. However, voice
incorporates a broad range of actions that include appeals to external authorities, such as whistleblowing
(Near & Miceli, 1995), or, in the case of social networks, the recruitment of other users in protest. In
general, we believe that social network users are likely to engage in voice when one perceives its costs to
be low and efficacy to be high. We also expect that, consistent with the findings from the organizational
context, in the context of social networks, voice will be the most frequent response to a psychological
contract violation, particularly when one intends to restore the relationship (Klaas, Olson-Buchanan, &
Ward, 2011). We expect that feelings of anger and betrayal triggered by the perceptions of privacy and/or
intellectual property rights breach will motivate Facebook users to speak out, particularly given the
platform’s social nature. At its core, Facebook enables users to share information among themselves,
which they often coopt for emotional support (Greene, Choudhry, Kilabuk, & Shrank, 2011). Provided that
Facebook encourages users to share how they feel through status updates, we expect that Facebook
users will use the communication functions afforded to them to express their feelings about the perceived
violations.

Hypothesis 3: Psychological contract violations in social networks are positively related to voice.

When users’ attempts to communicate their dissatisfaction with the current state of a social network fail to
bring about their desired results, when the costs of voice are prohibitive, or when users want to enhance
their voice behavior, they may seek to rebalance the relationship by contributing less and, thus, engage in
neglect. Neglect is a common outcome of conflict in relationships when parties believe that voice is
unlikely to produce the desired changes (Kammrath & Dweck, 2006; Rusbult et al., 1982). In the
organizational context, neglect manifests in individuals’ doing less work during work hours, taking longer
breaks, and taking more sick days (Turnley & Feldman, 1998). In the context of social networks, lower
information contribution, such as fewer posts or comments on other users’ posts, would reflect neglect.
We expect that the feelings of betrayal that comprise the affective experience of psychological contract
violation will motivate individual users to limit the amount of information they disclose on Facebook.

Hypothesis 4: Psychological contract violations in social networks are positively related to neglect.

Lower satisfaction with the quality of the exchange relationship may also be associated with a decline in
loyalty towards the counterparty in the exchange (Farrell & Rusbult, 1992). Loyalty reflects a positive but
passive intent at restoring the relationship (Turnley & Feldman, 1999). Research in the retail and
employment contexts has revealed that a history of positive experiences in an exchange can increase
loyalty (DuWors & Haines, 1990). On the other hand, psychological contract violations have a negative
impact on loyalty across different contexts. For example, perceived organizational betrayal has a negative
relationship with employee loyalty (Turnley & Feldman, 1999). Consistent with the observations from other
contexts, we expect that psychological contract violations in social networks will have a negative impact
on users’ loyalty. In other words, we expect that feelings of anger and betrayal triggered by perceived
breaches of privacy and/or intellectual property rights will undermine users’ loyalty towards Facebook.

Hypothesis 5: Psychological contract violations in social networks are negatively related to loyalty.

Growing dissatisfaction with the terms of a relationship can lead one to search for alternative
counterparties that can deliver the benefits one expects (Lee, 1988). If alternative counterparties are
available and if the switching costs are not prohibitive, one may exit from a relationship. Studies on
employment relationships have documented parties who terminated relationships in response to a
psychological contract violation. Employees who feel betrayed by their employers will seek out alternative
employment options (Turnley & Feldman, 1999). Also, terminating an exchange relationship does not
preclude other exit-associated outcomes. Parties exiting the exchange may seek reparation through, for
example, legal action (Vohs & Heatherton, 2001). Consistent with observations from other contexts, we
expect that psychological contract violations in social networks will increase user intention to exit.

Hypothesis 6: Psychological contract violations in social networks are positively related to exit
intention.

In the EVLN typology of behavioral outcomes associated with psychological contract violations, exit
represents the most critical outcome because, while voice, loyalty, and neglect offer an opportunity to
rebuild the relationship, exit signals “irreparable lapses” (Hirschman, 1970). Because user exits from a
social network can directly undermine the social network’s sustainability (Butler, 2001), we believe it is
important to also discuss two contextual factors that moderate exit intention as a response to a
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psychological contract violation, particularly in the context of social network service providers: availability
of alternatives and lock-ins.

Availability of alternatives is a critical constraint that research has found moderates the impact of betrayal
across different contexts (Lydon, Menzies-Toman, Burton, & Bell, 2008). Robinson (1996) found that the
availability of alternative employment options affected outcomes associated with psychological contract
violations in the organizational context. In times of sparse employment opportunities, employees were less
likely to consider leaving the company even when they felt that their psychological contracts had been
violated (Robinson, 1996). Whether one participates in a social network depends on whether one attains
the benefits expected from it. The availability of alternative social networks that can deliver the desired
benefits will extend the range of options available to users. Similar to the findings from the studies of
employment relationships, we believe that, in the context of social networks, availability of alternatives will
positively moderate the progression to exit in response to a perceived violation.

Hypothesis 7: Availability of alternatives positively moderates the relationship between
psychological contract violations and exit intention.

Even when alternatives are available, relationships may involve lock-ins that effectively preclude one from
terminating a relationship. In the organizational context, intangible assets, such as friendships with
coworkers and job-specific knowledge, can create a relational employment lock-in (Kulkarni &
Ramamoorthy, 2005). The costs of losing personal friendships and organization-specific skills that would
occur with the transition to a new employer affect considerations about alternative employment
opportunities. We expect the lock-in effects in relation to the users’ information to have similar effects in
social networks. If a social network embeds the information users create and share and users cannot
easily transfer it to alternative social networks, then it essentially creates a lock-in that will significantly
increase the cost and decrease the likelihood of a user’s leaving the social network. The fact that users
will lose friendships and other personal connections that they have established on the social network will
also create a lock-in effect and decrease the likelihood of their abandoning the social network.

Hypothesis 8: Social network lock-ins will negatively moderate the relationship between
psychological contract violations and exit intention.

Figure 3 shows the full research model.

Voice
Perceived /

Intellectual

Property \ /H3 (+)

Breach H1 (+) PCV
\ (Affective . ha (+),’/> Neglect

response:
anger,
/ betrayal) \HS ()

H2 (+) \ T~ oyalty

H6 (+
Perceived *)
Privacy
Breach .
H7 (+) Bt
H8 (-) intention
Availability of
alternatives
Lock-in
Figure 3. Research Model
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4 Methodology

We employed a cross-sectional survey of current Facebook users to examine the hypothesized
relationships among the theoretical constructs in our framework. Facebook, the largest online social
network, has experienced some of the most significant and visible examples of psychological contract
breaches between an SNS provider and its users. Specifically, Facebook has had to repeatedly address
conflicts with its users in relation to how it uses the information that users share through the service. In
2006, Facebook launched the News Feed service, which aggregates status posts across friend networks.
Although the company did not make any changes to the privacy policy in effect at the time, the
implementation of the News Feed service made all status updates visible in a single feed (Hoadley, Xu,
Lee, & Rosson, 2010). However, the visibility of negative news, such as break-ups, had a strong negative
impact on the Facebook community. A group formed to protest against the News Feed service quickly
gathered over 100,000 members (Lampe, Ellison, & Steinfield, 2008). Also, in 2007, Facebook launched
the Beacon service in partnership with leading retailers. The service began to broadcast users’ purchases
made on partner online stores as status updates, which resulted in an immediate uproar among Facebook
users (Gurses, Rizk, & Gunther, 2008). Facebook shut down Beacon just two weeks after launch and a
class-action lawsuit that challenged the legality of the service took several years to settle. Then, in 2010,
Facebook users sued the company for violating California’s privacy laws following a disclosure about how
the company handled information shared by the site’s users, which brought the count of class-action
lawsuits against the company to four. These repeated instances of conflict between Facebook and its
users offer an opportunity to examine the proposed research framework in a natural context and, thereby,
increase our results’ external validity.

4.1 Measurement

We developed the survey instrument for our study based on previously published scales. We recorded
and used age, gender, education, and the length of users’ SNS tenure as covariates in evaluating the
theoretical model. In line with Diamantopoulos’ (2011) recommendations, we measured perceived breach
of intellectual property rights and perceived breach of privacy using formative indicators. A properly
measured formative construct has to include all indicators that formatively contribute to the construct
(Cenfetelli & Basseller, 2009). The indicators for perceived intellectual property rights breach are
grounded in the theory of property rights (Demsetz, 1967), which posits that property ownership entails
the following rights: 1) the exclusive right to use property, 2) the exclusive right to earn income from
property, and 3) the right to exclude others from access to the property. Perceived counterparty
underperformance in relation to any of the three rights associated with intellectual property ownership
contributes to perceived intellectual property rights breach.

The formative indicators of perceived privacy breach are based on the privacy safe harbor policy (PSHP).
PSHP provides the guidelines for American companies doing business with consumers in the European
Union. Although PSHP offers no legal protections for the technology users based in the United States,
laws and legal frameworks generally evolve to capture social norms, and they reflect common individual
expectancies that exist in society (Posner, 2000). Therefore, we use a legal framework as a reference to
develop a set of privacy-related expectancies, which comprise the psychological contracts associated with
private information disclosures. The PSHP includes the following guidelines regarding what companies
should do in relation to gathering and using information: 1) inform individuals about what information they
are collecting and how they will use it, 2) provide an opportunity for individuals to opt out of having their
information collected, 3) not transfer information to third parties except under certain circumstances, 4)
collect data that is relevant and reliable for the purpose for which the company collected it, and 5) provide
individuals with access to information that they collect. Perceived underperformance by the social network
company with respect to any of these privacy-related expectancies will contribute to perceived privacy
breach.

We measured the two perceived breach variables following the guidelines of Turnley and Feldman (1999)
who measured psychological contract breach in an organization-employee context. Each formative
indicator assessed perceived performance in relation to expectancies concerning intellectual property
rights and privacy.

First, we determined the degree of personal significance of each expectancy to each subject. To do so,
we asked participants to indicate how important each individual expectancy associated with intellectual
property and privacy was to them. For example, subjects read a statement such as “You have the
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exclusive right to use the information that you post on Facebook” and reported how important this was to
them in the context of using Facebook on a scale of 1 (not at all important) to 10 (extremely important).

Second, we asked the participants to report how well they believed that Facebook actually fulfilled each of
those expectancies using a semantic differential scale anchored at -2 (Facebook does much less than
expected) and +2 (Facebook does much more than expected). Given that we were interested in perceived
breaches, we reversed the scores that the subjects reported.

Finally, for each expectancy, we multiplied the individual importance of the perceived expectancy by the
degree to which each subject believed it was unfulfilled. Doing so gave us the values for each formative
indicator associated with each expectancy.

To confirm the nomological validity of the formatively measured constructs, we conducted a pilot study.
Following Cenfetelli and Basseller's (2009) recommendation, we evaluated the correlation between
formatively measured perceived intellectual property rights breach and perceived privacy breach with the
responses to questions that measured overall levels of perceived intellectual property rights breach and
perceived privacy breach, respectively. This approach is consistent with prior research on psychological
contracts (Turnley & Feldman, 1999). Formatively measured perceived intellectual property rights breach
was highly correlated with responses to the question concerning overall levels of perceived intellectual
property breach (r = 0.71, p < 0.001). Formatively measured perceived privacy breach was highly
correlated with responses to the question concerning overall levels of perceived privacy breach (r = 0.73,
p < 0.001). These findings support the nomological validity of the formatively measured constructs. All
other measures are based on previously published scales. We contextualized the seven-point Likert
scales (1 = strongly disagree; 7 = strongly agree) where appropriate. The Appendix presents the full
questionnaire.

4.2 Participants and Data Collection

We recruited participants through Amazon’s Mechanical Turk (M